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2. [bookmark: _Toc523210349]OVERVIEW
[bookmark: _Toc523210350]Introduction
Access to Finance Rwanda (“AFR”) is pleased to invite your company to respond to our Request for Proposal (RFP) for Shared Agency Banking Technology Solution.
[bookmark: _Toc523210351]RFP Background
About Access to Finance Rwanda 
Access to Finance Rwanda (AFR) is a Rwandan not-for-profit organization, established in March 2010 by the governments of the United Kingdom (UK) and Rwanda and with support from DFID, the UK Department for International Development and the World Bank. AFR’s strategic focus is stimulating financial sector development by partnering with financial institutions and other stakeholders to increase access to and use of financial products and services. AFR identifies and tries to address constraints that prevent the financial market from reaching Rwanda’s low-income population, and promoting innovations and learning that result in sustainable change in the financial sector
Project Background
In order to overcome the challenges and limitations associated with the “brick and mortar” model of business, and in response to the introduction of agency channels for banking services in 2011, many financial institutions in Rwanda set out to deploy proprietary agency banking services across the country. The first outlet to be used for agency banking operations was activated in Rwanda in 2012, and since then many banks and other Financial Services Providers (FSPs) have taken advantage of the enabling regulation and national policy support to roll out similar services across the country. 

A recent assessment of agency banking services with a cross-section of Financial Services Providers commissioned by AFR however revealed that a number of FSPs may actually be facing challenges with sustainability of the agency banking models rolled out. As part of the intervention proposals, and in line with the national financial inclusion policy, AFR has committed to support the implementation of a strategic mitigation plan focused on participating FSPs sharing front and back-end infrastructure for purposes of offering agency banking services. It is expected that the intervention would assist banks in significantly reducing capital outlay requirements in order to offer effective agency banking services and support a more efficient and sustainable alternative channel. 
[bookmark: _Toc523210352]RFP Scope
The scope of this RFP includes the supply, implementation, integration, customization, hosting, and support of the technology solution that will allow multiple financial service providers to deploy, manage and grow the agency banking services throughout the Republic of Rwanda, in addition to the following components:
1. This system facilitates the customer to perform various transactions in own bank account without going to a bank branch, by visiting a participating Agent. This system offers benefits such as cash-in, cash-out, money transfers, inquiries, bills payments and other banking related operations for customers.
2. It also allows the administrator to fix the customer pricing, fees, commissions and operating rules as and when required.
3. The system will incorporate various different devices in its ecosystem. These devices include basic POS, Smart POS, Mobile phones and tablets, PCs.
4. The customer may use electronic cards, biometric information or their own mobile phone to prove their identity and transact on the system. 
5. Every participating Agent can serve customers of all participating banks, using single device.
6. The system is expected to be completed and delivered in a duration of six months
The following is an order of magnitude of projected number of users:
	Period
	No. of FSPs
	No. of Agents
	No. of End-User Customers

	Year 1
	7
	1,050
	350,000

	Year 2
	14
	2,100
	600,000

	Year 3
	21
	3,150
	1,000,000



[bookmark: _Toc523210353]Proposal Evaluation
AFR is seeking reliable, financially stable suppliers able to meet the service, quality, functional, and technical requirements. Suppliers are encouraged to be as aggressive and as creative as possible in their responses. The following table summarizes the major areas that will be evaluated:
	Supplier Capabilities - Evaluation Criteria
	Weight Score

	Supplier Strength 
	Supplier must demonstrate financial stability, intelligent strategic direction, solid alliances and partnerships, with proven success and growth.  AFR must be convinced that selecting the Supplier presents minimal financial and operational risk to the Project
	5%

	Experience
	Supplier must demonstrate that it has previously implemented its agency banking solution before and it currently operates somewhere. 
	15%

	Service Capabilities
	Supplier must be able to satisfy the minimum service requirements contained herein.
	10%

	Financial Proposal Considerations
	Supplier must provide highly competitive offerings not only at the beginning of the relationship but on an ongoing basis. Successful Supplier must address the Total Cost of Ownership (TCO) aspect of its services. Providing competitive and consistent pricing will significantly enhance the potential of winning this business opportunity.
	30%

	Quality
	Preference is for Suppliers exhibiting a proven quality track record, with quality control monitoring and reporting programs in effect.
	5%

	Process Improvement 
	Suppliers that promote continuous improvement to increase productivity and reduce client costs are preferred.
	3%

	Account Management
	The Supplier must be committed to providing unsurpassed service. The Supplier must demonstrate experience with multi-client accounts. Preference will be given to Suppliers with current presence in the East African markets. 
	5%

	Implementation Plan
	The Supplier must have a sound implementation strategy that will have minimal impact on the operations of the FSPs while executing the portfolio conversion within an aggressive time frame.
	5%

	Information Security
	The Supplier should illustrate their ability to comply with Information Security requirements as laid out in the RFP.
	5%

	Compliance
	 Supplier must:
· Provide evidence of valid corporate legal personality as registered, and business operation 
· Comply with regulations mandated by government agencies or payment card brands (Visa, MasterCard, etc).
· Provide evidence of valid compliance with tax obligations (e.g. Tax Compliance Certificate)
	

4%

	Certifications
	The Supplier must be certified by relevant industry standards to perform the Services
	5%

	Business Resumption and Disaster Recovery Plans
	The Supplier must have a sound Business Resumption and Disaster Recovery Plans that will ensure the continuous operations the Shared services.  
	5%

	Language
	Ability to operate fluently in English 
	3%



[bookmark: _Toc523210354]RFP Planned Schedule
To enable fair and consistent comparisons across Suppliers, the RFP evaluation process will follow a series of steps. Suppliers will be rigorously screened based on ability to meet minimum service requirements outlined in the RFP, which the Supplier shall clearly mark as the “Technical Proposal”. Suppliers who score less than 70% out of the total score in the Technical Evaluation shall be deemed to have failed, and subsequently shall not have their Pricing Proposals considered. Suppliers who garner a score of 70% and above in the Technical Evaluation will be screened based on RFP price competitiveness. To ensure your company’s proposal successfully moves forward to the final selection phase, best pricing must be submitted in the RFP, as a separate attachment, clearly marked “The Pricing Appendix”. AFR may also conduct site visits and may request up-to-date Supplier financial statements.
The schedule of events planned for the RFP submission and evaluation process is outlined in the table that follows.
	
Event
	Date and  Time (CAT)

	Issue RFP
	Friday, 07 September 2018

	Bidders to submit questions and clarifications 
	Friday, 14 September 2018, 23:59 hrs

	Proposal closing date
	Sunday, 07 October 2018, 23:59 hrs

	Evaluation process
	Friday, 12th October 2018

	Display and communication of best evaluated bidder notice
	Friday, 12th October 2018

	Contract Signature
	Friday, 19th October 2018


AFR reserves the right to change the dates and times shown above at any time during the RFP process, but expects to make changes only in exceptional circumstances. Suppliers who will have submitted their Intent to Bid, will be informed of any such changes via email, while all others will be informed via the AFR website.
AFR may also request a Supplier presentation or visit to their operating facilities, as part of its evaluating criteria.
[bookmark: _Toc523210355]Preparation
Each Supplier must comply with the RFP requirements and follow the prescribed response formats. It is the responsibility of the Supplier to obtain clarification of the requirements contained herein.
[bookmark: _Toc523210356]Proposal Response Instructions
To ensure the integrity of the process, ALL inquiries and other communications regarding the RFP must be directed, in writing via email, ONLY to the contact identified below. Every communication shall be directed via email.   
In order to minimize miscommunications and/or the receipt of incomplete or out-of-date information, Suppliers must not approach any other AFR contacts regarding the RFP.  Contacting any parties other than those identified may result in your disqualification from this process and may negatively affect future opportunities with the Companies.
Submit your company’s RFP response electronically (via email), plus any other supplemental information necessary to include the proposal. Hard copy responses will not be accepted. 
Each section of your company’s RFP response must be separated by a tab, displaying the name / number of the corresponding section of the RFP and Appendices.  
Chapters 9 (Implementation Time Lines) and 12 (Pricing Proposal Appendix) should be submitted as separate attachments from the rest of the Proposal.
Please also note that all submitted documents must be in PDF format.  
AFR expects that your responses will be as accurate and as truthful as possible. 
[bookmark: _Toc523210357]Electronic Files Provided
Other than converting your final documents into PDF version for final submission, DO NOT alter or change contents of electronic files received, in terms of order of questions, text of the original RFP and related documents. Document manipulation will disqualify your company from the bidding process.
The following is a list of the files provided:
	File Name
	Format
	Content
	Supplier Action Required

	The RFP Document
	PDF
	RFP content and instructions
	Use to provide detail responses

	RFP Mandatory Response Document  
	Word
	Business and Technical Requirement and Specification
	Use to understand the technical requirements of the solution


[bookmark: _Toc523210358]Response Instructions
a) You should respond all the questions in the “Request for Proposal (RFP) – Shared Agency Banking Technology Solution” word document. You should also send as a separate attachment, a pricing proposal, labeled “The Pricing Appendix”, indicating your proposed commercial arrangements, if selected as a supplier   
b) For the “Request for Proposal (RFP) – Shared Agency Banking Technology Solution” document:
· Enter your company’s response in the text boxes / tables below each question. The format used is Microsoft word - the text boxes will expand as you insert your company’s responses.  When complete and ready to send, convert the document to PDF format.
· For each item in the requirements sections, please indicate your solution’s level of support, by choosing from one of the following:
i. fully supported;
ii. partially supported.  [indicate the limits of your support and what would be required for full support. If possible, indicate the effort, timeframe, and/or cost required to support the item.]
iii. cannot support
c) Within the guidelines described in this document, your company may reference and attach appendices where a table is not appropriate or does not permit enough space. 
d) This is a competitive bid process.  Your company’s proposal will be evaluated relative to proposals from competitors.   AFR will make selection decisions based on the information provided in your company’s RFP response and related communications. For further clarity: 
i. On a first round, your company’s proposal and capabilities will be evaluated solely on the content of your RFP response and associated communications. 
ii. for a second round, preselected vendors will be called to present their proposal in person. 
iii. do not assume that any other information about your company that you believe is - or should be - in AFR’s possession will be taken into account.  If your company believes such information is relevant to your bid, include it in your company’s response subject to the guidelines above
iv. any current or past business relationship with AFR or any other entity in Rwanda – of any nature should not be considered per se as providing an advantage























[bookmark: _Toc523210359]COMPANY PROFILE
[bookmark: _Toc523210360]Contact Information
Please name one primary and one backup person as liaison for your company’s RFP response.
	Primary Contact

	Contact Name:
	

	Designation:
	

	Address:
	

	Phone:
	

	Cell Phone :
	

	E-mail:
	



	Secondary Contact

	Contact Name:
	

	Designation:
	

	Address:
	

	Phone:
	

	Cell Phone:
	

	E-mail:
	



	Escalation Contact

	Contact Name:
	

	Designation:
	

	Address:
	

	Phone:
	

	Cell Phone:
	

	E-mail:
	


[bookmark: _Toc523210361]General Company Information
General Company Ownership
	General Company Information

	Company Name:
	

	Contracting Entity:
	

	Address:
	

	Main Telephone Number:
	

	Company Majority Owned By:
	

	Percentage Ownership:
	

	Subsidiaries Owned:
	

	Percentage Ownership:
	

	Years in FinTech Business:
	

	Name of CEO / President
	


Office Locations:  
Please provide information about your company’s offices and employees in the following countries:  
	Country or Region
	Number of Offices
	Number of Employees

	Rwanda
	
	

	Kenya
	
	

	Uganda
	
	

	Tanzania
	
	

	Rest of Africa
	
	

	Other Regions
	
	


Organization Ownership:  
Please detail your organization’s ownership structure by checking the appropriate boxes and provide the requested information for that ownership structure.  
	Structure
	Information Required
	Response

	Public
	|_|
	Issue date
	

	7.1.1 
	7.1.2 
	Symbol(s) / exchange(s)
	

	7.1.3 
	7.1.4 
	Percentage of stock owned by insiders
	

	Private
	|_|
	Description of financial resources / strength / stability
	

	Joint Venture
	|_|
	Ownership information
	


Reorganizations and Acquisitions:  
Please describe any significant reorganization or acquisitions your company was involved in over the past three years. Please indicate if your company was the purchaser or target, and provide the name of the company with which such agreement(s) were formed
	


Labour Unions:  
Does your company have employees who are members of Labour Unions?  
Yes   |_|        No   |_|
If yes, please complete the following table and question 2.2.6.  If no, please omit this question as well as question 2.2.6 (below).  
	Union
	Location
	Number
Unionized Employees
	Percentage of Total Organization
	Contract Expiration Date

	
	
	
	
	

	
	
	
	
	


[bookmark: _Ref161730021]Labour Relations:  
Describe the history of your company’s labour relations over the past five years - any work disruptions that have occurred and the potential for any outstanding issues to hinder your company’s ability to provide services.
	Year 
	Union Complaint
	Resolved (Y / N)
	Potential to Hinder Services? 
(Y / N)

	
	
	
	

	
	
	
	


Industry Associations and Certifications:  
Please list all relevant industry associations and certifications your company belongs to.  Please make reference to the following certifications: Payment Card Industry (PCI) Compliance certifications; Payment Application Best Practices (PABP); Payment Application Data Security Standard (PA-DSS) certification; and Data Security Standard (PCI-DSS).
	· 


Payment Card Certifications: 
Does your proposed solution comply with all regulations mandated by all relevant payment card brands that is, Visa, MasterCard, American Express and JCB (for the regions/countries listed above)?
Yes |_|   No |_|
	


Government and Payment Card Certifications: 
Does your proposed solution comply with all regulations mandated by all relevant government agencies (for the regions/countries listed above)?
Yes |_|   No |_|
	


Current References:  
As part of the evaluation process, AFR will conduct reference checks with your company’s current and past customers. When selecting client references, please ensure that they are relevant to services being requested in this RFP.  
Please provide reference information for three of your company’s current customers of which one should be of similar size to ones projected numbers in year 3 in section 1.3 above and located in one of the regions listed above, for whom similar Services have been provided in the last two years. Please do not include references from companies that have an ownership position in your company.
	
CUSTOMER REFERENCE #1

	Item
	Response

	Company Name
	

	Address 
	

	Contact Name
	

	Title/Position of Contact
	

	Contact’s Telephone Number
	

	Contact’s Email Address
	

	Effective Date of Contract
	

	Products included by the Contract
	

	Countries served by the Contract
	



	
CUSTOMER REFERENCE #2

	Item
	Response

	Company Name
	

	Address 
	

	Contact Name
	

	Title/Position of Contact
	

	Contact’s Telephone Number
	

	Contact’s Email Address
	

	Effective Date of Contract
	

	Products included by the Contract
	

	Countries served by the Contract
	


	
CUSTOMER REFERENCE #3

	Item
	Response

	Company Name
	

	Address 
	

	Contact Name
	

	Title/Position of Contact
	

	Contact’s Telephone Number
	

	Contact’s Email Address
	

	Effective Date of Contract
	

	Products included by the Contract
	

	Countries served by the Contract
	


Past Customers:  
Has any corporate customer failed to renew a contract with your company within the last three years?     
Yes |_|   No |_|
If yes, please provide details for up to three (3) of such past customers.
	Company Name 
	Address
	Reason For Termination

	
	
	


Contract Cancellations:  
Has your company initiated contract termination with a major corporate client within the last 3 years?       
[bookmark: Check2]Yes |_|   No |_|
If yes, please provide details.  
	Company Name 
	Address
	Reason For Termination

	
	
	

	
	
	


[bookmark: _Toc523210362]Company Financial Information
Revenue / Net Income:  
Provide details of your company’s financial position by completing the chart below. Please DO NOT respond with references to corporate website’s annual report.
	
	2016
	2017
	Forecast 2018

	Total Revenue (Worldwide) in USD
	
	
	

	Net Income/ Loss (Worldwide) in USD
	
	
	


Revenue Breakdown:  
Please provide a breakdown of your company’s revenue:
	Company Metric (in USD)
	2016
	2017

	
	Worldwide
	Worldwide

	Processing/Transaction Fees
	
	

	Development and Project Management
	
	

	Other Revenue
	
	


Research and Development Investment:  
Provide details of your company’s Research & Development investments. 
	
	2016
	2017
	Forecast 2018

	Research & Development Investment
	
	
	



[bookmark: _Toc523210363]THIRD PARTY SUPPLIERS, SUBCONTRACTORS AND ALLIANCES
[bookmark: _Toc523210364]Subcontracting:  
Please identify any subcontractors that would be directly involved in the delivery of products or services as a result of this RFP. Please specify the products/services provided by each subcontractor.
	Name of Subcontractor
	Is Subcontractor Material*?
(Y/N)
	Length of Relationship with Material Subcontractor
	Brief Description of Services
	Does your company have an SLA?
(Y/N)
	Location for the Provision of Services

	
	
	
	
	
	

	
	
	
	
	
	


*A material subcontractor is defined as a subcontractor performing 25% or more of the contracted Services.
[bookmark: _Toc523210365]Process for Selecting Sub-Contractors:  
Please describe your company’s process for selecting material subcontractors for transaction processing or related development.
	






[bookmark: _Toc523210366]BUSINESS REQUIREMENTS:
The following requirements are planned to be implemented on the initial version of the application. Business Requirements have to be priced in the Pricing Appendix; requirements marked with a (“CORE”) have a high value on AFR ‘s evaluating criteria. Failing to support them might disqualify a vendor. 
[bookmark: _Toc523210367]Multi Language Support
a. The system shall support multiple languages through parameters and tables.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. The following languages shall be supported:
i. English (CORE)
ii. French
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210368]Multi-Currency Support
a. The system shall support multi-currency operations for all transactions and account balances. 
Fully supported |_|   Partially supported |_|   Cannot support |_|

b. Please detail all other currencies your system is currently able to recognize.
	



c. The system shall maintain account numbers in high precision related to decimal values; decimal values should be represented with 5 decimal digits but only use 2 digits for display.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210369]Multi-FSP Support
a. The system shall maintain all components (databases, tables, etc.) in such a way so as to allow the same instance to process transactions for multiple Financial Service Providers. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


b. All accounts, transactions, and other information shall be segregated such that users associated with a specific Financial Service Providers can only access data belonging to that Financial Service Provider.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. An “FSP Code” field shall be maintained for all accounts and ID numbers. 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


[bookmark: _Toc523210370]Customer Account
a. The system shall provide for recognition of a unique Customer Account which uniquely identifies a customer. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. A Customer could transaction from any one or many of the following accounts:(CORE)
a) Mobile Wallet accounts 
b) Bank accounts
System should have capability to support multiple wallets and bank accounts from customers. It is expected that customer may choose to use the channel for any one of the following or other services in future: -
i. Savings
ii. Loan repayments – For receipt of loan disbursements and/or repayments
iii. Insurance – For insurance and insurance payments
iv. EVD or Top Up wallet- For Agents to sell Top Up/Recharge directly to customer mobile services interacting with their Bank Accounts
.           Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


c. A Customer could use the system to interface with one or many of the following accounts:
a) Banking accounts
b) Mobile Money Wallets
The customer should be able to interact with the various accounts and can move money from one account to another.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


[bookmark: _Toc523210371]Customer Registration and Account Set Up
The system shall provide an easy-to-use Customer Registration and Bank Account set up process with the following capabilities:
a. Ability to register a customer for an account using an agent POS device, and validate a customer KYC detail using the national centralised ID system, before transmitting the customer registration details to the FSPs for further KYC validation and account set up .(CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


b. Ability to register a customer for an account using a Phone interface and validate a customer KYC detail using the national centralised ID system, before transmitting the customer registration details to the FSPs for further KYC validation and account set up. (CORE).
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


c. Ability to customize requirements, screens, and workflow by FSP (KYC documentation, procedures, etc.). (CORE)..
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


d. Ability for the customer to immediately begin using the system when registration is completed and validated by the respective FSP
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


e. Ability to interface with external compliance systems to flag any problems and halt the registration or set up of a customer/agent account. 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


[bookmark: _Toc523210372]User Interface
The primary user interface to the system will be through the FSP web interface and the Agent POS or M-POS device.  However, other interface options must also be supported
Mobile phone Interface:
a. The system shall support the following mobile phone interfaces:
· SIM card (STK based application) (CORE)
· USSD based application (CORE)
· Mobile web/wap applications (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


Web Interface:
b. The system shall provide a configurable way to present different versions of the Web user interface depending on the category of user.  For example, the menus, screens, and transactions presented to an agent can be different than what is presented to an an FSP user, Master-Agent 0r Super-Agent(CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


c. The system shall allow authorized users to do all their transactions via web
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


d. The system shall allow for disabling the option of doing transactions via the web
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


e. The system shall allow authorized users to use all the administrative functionality via web, including but not limited to: (CORE)
i. Registrations
ii. Adjustments
iii. View transactions history
iv. View and execute all alerts and notification functionality
v. Generate reports, accounting files, and MIS
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


f. The system should also have following function on Web-Portal:
a) Agent Management (Adding various agent, master agents and super-agent accounts, deleting/Modifying those accounts, checking individual sub agent balance). 
b) Fraud Management (Checking fraud against daily thresholds, money transfers and PIN changes and Audit trails)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



g. A WAP based version of the application shall be available to run on any WAP supported hand set model, to perform all phone based functionality
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


h. A Java (J2ME) based version of the application shall be available to run on downloadable Java capable device, to perform all phone based functionality (please describe the operating systems that your applications could be installed on. (e.g. I-phone, Android, Symbian, Windows CE), particularly for agent transaction interfaces. 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


[bookmark: _Toc523210373]Transaction Accounts
a. The system shall allow for different types of accounts, with different limits and fee schedules as set out by the respective FSPs
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


b. The system shall process and transmit all transactions to the respective FSPs and/or Switch Provider (as the transaction processing may require) in real time.  No batch processing must be required.  No "shadow balances" should be maintained(CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


c. The system shall not allow for partial transactions (Only allow transactions where the source account has 100% of the funds available and the destination account has 100% of the limit available).(CORE).
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


d. The system shall first validate an agent transaction device (POS, M-POS) before transmitting a transaction request originating from the agent, at every instance.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


Off-Us Transactions
e. The system shall allow for transferring money to any participating FSP using a local payment network. To do this the system should be able to connect to a local payment network directly (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


f. Please describe the local and international payment networks your company currently has connectivity to following the table below.
	Country
	Payment network
	Type of connectivity
	Connected since
	Comments

	
	
	
	
	


Top up Airtime
g. The system shall allow the customer/Agent to purchase airtime credit ("Top-Up") using funds in their bank account, in real time (CORE)
· For their own phone
· For another phone (The individual FSP should be able to turn this option off)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


h. The system shall be able to interface to MNO or FSP top-up systems as necessary to affect the real-time credit process. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


i. The system shall notify the customer/agent the status of the top-up request, whether successful or not.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


Pay Bills
j. The system shall allow the customer to pay bills using funds in their bank account.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


k. The system shall have up to 5 preregistered payees that will be included on the agent menu. These shall be displayed and easily selectable by the user.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


l. The system should validate the invoice number format before performing the transaction. (validation rules provided by each payee)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


m. The system should be able to send a debit transaction request to the respective FSP account and generate and export a file to an external entity using one of the following file formats: 
a) File formats - XML, CSV, Excel, fixed records, etc.
b) Transmission method – FTP, Web services, SOAP, REST, etc.
c) This shall be easily configurable, using a non-procedural configuration technique in most cases (such as XML)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


Cash Out
n. The system shall reflect the new agent bank balance, as transmitted by the respective domicile FSP as a result of a withdrawal immediately(CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


o. The system shall have the capability to notify the agent user of a withdrawal via SMS or other means in order to detect fraudulent activity(CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


p. The system shall permit the customer to make withdrawals through the Agency Network.  (Who will receive a P2P transaction crediting their agent transaction account) (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


Cash In
q. The system shall permit the customer to make deposits through the Agent Network (Who will send a P2P transaction debiting their agent transaction account) (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


r. The system shall have the capability to notify the agent user of a deposit via SMS or other means in order to detect fraudulent activity(CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


Adjustments and Reversals
s. The system shall allow for a rich set of adjustment transactions to be performed by customer service representatives of the respective FSPs, as needed. (using Web user interface) (CORE). The Rollback/Reverse should be partial or full based on the request by respective FSPs.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


t. The system shall provide various levels of transaction authority so that sensitive transactions require higher authorization levels. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



u. The system shall provide audit trail and control reports detailing adjustment activity. (CORE)
Fully supported |_|   Partially supported |_|   Not currently supported, but can be |_|   Cannot support |_|
Please explain.  
	


Link to a “Master-Agent/concentration” account
v. The system shall permit groups of agent (and/or sub-agent) transaction accounts associated with the same owner to be linked to another single Master-Agent/concentration account, provided these agent (and/or sub-agent) accounts and the Master-Agent/concentration account are held at the same financial institution.  This could mean that a single Master-Agent could potentially handle and control a maximum of one hundred agent/sub-agent account operations, using a single consolidated bank account, and user/administration interface. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



w. The system shall provide balancing and control reports regarding the various agent/sub-agent accounts and the associated Master-Agent/concentration account. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



x. The system shall support an unlimited number of concentration accounts at different financial institutions.  Upon registration, an agent transaction account may be linked to a specific concentration account.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc258397929]Linking to bank accounts
y. The system shall be able to connect real-time with a bank’s application using an end-to-end encrypted messages or a VPN network.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



z. The system shall be able to connect real-time with a bank’s application to gather defined agent and/or customer information, limited historical transactions, and balance information. The system will not store locally information on transactions or balances or customers. System should be able to perform CASHIN and CASHOUT services with bank integration.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



aa. The system shall permit easily configuration and/or customization of the message format used to transmit message to/from a bank.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



ab. The system shall be able to obtain error or validation messages from a bank application and present them to the agent. 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



User Validation
ac. The system shall collect and transmit the authentication information and allow a bank/FSP application to do the user verification which consists of multiple factors. The system will not store information locally.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



ad. The system shall be able to send a message to the bank/FSP application to register and set up an account for a customer.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


Transactions
ae. The System must transmit all transactions to the bank/FSP in real time, and receive confirmation in real-time. This will be done by calling Web Services from the bank platform.  The system will not store locally any transactional information
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



Balance
af. The system shall obtain the balance by accessing a bank's/FSP system in real-time and present it to the user
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



ag. The system shall support and identify various balances maintained by the bank/FSP, including but not limited to:
a) Actual balance (cleared)
b) Available balance
c) Last statement balance
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



ah. The overhead of a balance inquiry shall be extremely small, as it is anticipated that this will be a very frequent transaction.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



Transaction History
ai. The system shall allow the customer to query their transaction history via the agent by accessing a bank's application.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



aj. The system shall support and identify both cleared and pending transactions.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc258397934]Transfer funds to other accounts
ak. The system shall be able to trigger a transfer for a bank/FSP account to any other allowed account within “the system” (Close loop transfers)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



al. The system shall immediately trigger a debit to the sending Bank account of the principle amount plus any fees and taxes.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



Top-Up Airtime
am. The system shall be able to trigger the purchase of airtime credit for customers ("Top-Up") via the agent interface using agent or customer funds in their bank account, in real time.
Fully supported |_|   Partially supported |_|   Not currently supported, but can be |_|   Cannot support |_|
Please explain.  
	



an. The system shall be able to interface to MNO top-up systems as necessary to achieve a real-time credit process 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



ao. The system shall notify the agent the status of the top-up request, whether successful or not 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



Bill payment
ap. The system shall be able to trigger a bill payment for end-user customer via an agent using funds in a bank account, of either the agent or the customer.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



aq. The system shall request a bank application for registered Payees and present them to the agent.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



ar. The bank application will handle the Bill settlement payment process.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210374]NFC compatibility Requirements
a. The system shall be able to support the integration with all possible NFC API calls for the Agency Banking Services.
b. The system shall support NFC chipped devices, NFC apps, NFC based stickers, SD cards and embedded antennae devices and NFC enabled POS terminals.
c. The service response for NFC request should be quick in nature and follow industry standards.
d. The system should adhere the NFC security standards required for Agency Banking services 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210375]Notifications and Alerts
General
a. The system shall contain a Notification and Alert engine, which interfaces with other components to provide a generalized messaging platform. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. The system shall log all messages sent. (in the centralized database) (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. The notification system shall allow internal users (Customer Service, Marketing, Agent Management Team etc.) to send individual and/or bulk messages to agents that have accounts domiciled in the respective FSPs. A user interface shall be provided to facilitate this function. 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



d. Transaction specific notifications. Including, but not limited to (CORE)
a) Money transfer received / sent (including confirmation number)
b) Bill payment (including confirmation number)
c) Transaction amount exceeds a certain threshold, set by the respective FSP
d) Number of transactions during a period of time (e.g., daily) exceeds a certain threshold, set by the respective FSP
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



e. Change in account information, including, but not limited to, that has been originated through the agent channel, in the first instance;
a) Mailing address
b) Email address
c) Home phone
d) Account access
e) Occupation
f) First and last name.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



f. The system shall be easily configured to send an alert when the agent transaction Balance is below a minimum threshold, set by user (Master-Agent, in respect of its own agents/sub-agents) or FSP.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



g. The system shall notify agents/users in plain language, when transactions fail, including but not limited to. Messaging shall be table driven (CORE)
a) Due to technical or communication error
b) Due to data error (unrecognized /closed destination account)
c) Due to limits validation at source and destination accounts
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



h. System should be capable of sending Alarms whenever there is a disturbance/connection loss discovered with any third party integration like USSD, Bank Application and VPN etc. Please describe any additional notifications that your system can handle. 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



i. The system shall comply with the Payment Application Data Security Standard (PA-DSS)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



j. They system shall be compliant by Visa and Master Card standards. (If your company is currently certified please provide details on the certification type, and dates obtained)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210376]Customer Service Subsystem
The participating FSPs will use their existing Customer Service Relationship (CSR) system that handles calls, queues, tickets, etc. This chapter talks about the system that will contain the information the CSRs will use to provide the support. 
a. The system shall provide a user friendly web interface to allow all Customer Service (SC) Agents to enquire information and perform specific transactions. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. The system shall provide an interface which is configurable at the user or group level. These configurations include, but are not limited to, the following:(CORE)
i. Identify the language and currency to be used throughout the user interface
ii. Identify what privileges the user or group has. The system shall provide a method by which the access for each atomic business function, as listed below, can be specified by a user or group. 
· Cannot access
· Read Only
· Update
· Submit for approval
· Approval authority
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. The system shall provide a set of user friendly screens to allow the setup of the customer support functionality. The setup features shall include, but are not limited to, the following.
i. Designate multiple levels within the organization
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



ii. The system shall allow each sub-level to inherit or override the settings of the level below.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



iii. The system shall allow the ability to create or Reset the username or password of each Customer Service Agent. 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



d. The system shall provide the functionality to allow customer support to properly identify/authenticate the customer. How a customer is identified/authenticated can be configured by respective FSP or using a standardised approach. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



e. The system shall provide the ability to display all Master-Agent related agent/sub-agent accounts at the same time
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



f. The system shall allow an FSP Customer Service (CS) Agent with the proper authority to update customer data (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



g. The system shall allow a CS Agent the appropriate user friendly screens to open, inactivate/activate, close, or re-open an sub-agent/agent/master or super-agent account that is domiciled in the respective FSP(CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



h. The system shall provide intuitive and user-friendly screens to allow the sub-agent/agent/master/super agent account profile to be set up and maintained. 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210377]Pricing Subsystem
a. The system will provide web based "Pricing Subsystem", where all pricing and fees for any and all transactions originating through the system are maintained. (CORE). The pricing tiers should be at least 6.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. The system shall be able to calculate pricing in any of the following ways, for different types of transactions:(CORE)
a) Percentage 
b) Fixed amount 
c) Percentage with minimum amounts.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. The system shall provide a web interface to build pricing plans for individual FSPs or groups of FSPs or agents.(CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



d. The system shall provide pricing rates that can be based on geographical regions, including rural vs urban pricing: 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



e. The system shall provide pricing rates by transaction type. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



f. The system shall provide pricing rates by vendor, FSP, or merchant/payee.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



g. The system shall provide pricing rates based on account type (i.e. M-Banking, M-Wallet) (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



h. The system shall provide a means for setting start and end dates for when pricing plans are effective (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



i. The pricing sub-system shall interface all transactions and appropriate functions within the respective accounts to calculate the correct fees associated with a transaction. The Pricing Sub-system shall provide the ability to calculate fees real-time while the transaction or business function is being executed. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



j. Ability to associate deferent accounts (from different users) in a hierarchical structure for commission earning purposes
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



k. The system shall allow for certain accounts to be flagged as commission earning accounts. 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



l. The system shall be able to provide pricing based on time, including, but not limited to
a) Time of day
b) Day of month
c) Specific dates
d) Holidays
e) Weekends vs. weekdays
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



m. The system shall be able to provide pricing rates by linking to a Loyalty program.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


n. The system shall provide an interface to allow individual FSPs to define promotions. These promotions include, but are not limited to the following features which may be grouped together in various combinations to create unique promotional offerings:
a) Discounts for new customers including but not limited to
b) Free or reduced fees for a period of time
c) Rebates of varying amounts based on criteria included type of account, amount of initial deposit, commitment to keep account, number of services purchased. 
d) Rebates for new customer referrals
e) Rebates or fee discounts for activities including deposit amounts, deposits on a period of time, using certain transactions, using transactions with certain vendors. 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210378]Commissions or Revenue Sharing Subsystem
a. The system shall provide a web interface to build revenue sharing plans for vendors, master-agents/sub-agents/agents, billers, or partners. These plans include, but are not limited to, the following features which may be grouped together in various combinations to create unique revenue sharing plans
i. Percentage of total transaction amounts based on total amount of transactions over a specified time frame. The percentage can apply to the total amount (tiered) or can vary for specified amount ranges (banded)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



ii. Percentage of a specific transaction type or set of transaction types based on volume of transactions over a specified time frame. This can be tiered or banded as above
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


iii. Specified amount based on total transaction volume over a specified time frame. The total amount may be calculated on a tiered or banded basis.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



iv. Tiered or banded rates may be specified by region, market, or product line
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



v. Tiers or banded rates may vary between different vendors, billers, or partners
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



vi. Rates may have start and end dates specified.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. The system shall provide the capability to calculate the percentage of revenue to collect or send to an sub-agent/agent/master-agent, biller, vendor, or partner.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


[bookmark: _Toc511594978][bookmark: _Toc511936318]
[bookmark: _Toc523210379]Agent Payment/Commission Management 
a. The system shall provide the capability to define and customize agent commissions through web interface
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. The system shall provide the capability to define commissions based on agent hierarchy and type (Super, Master or Agent or Sub-Agent) 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. The system shall provide the capability to define commissions based on Dynamic and Static definitions based on various parameters, including:
i. Based on transaction pattern and history
ii. Based on location
iii. Based on interface used
iv. Based on month, week, day or time 
v. Ability to offer promotional schemes
        		Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



d. The system shall provide automated pay-outs of commissions with ability to define and customize frequency
i. Real-time payments
ii. End of the day, week or month payments
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



e. The system shall provide the capability to define and effect applicable Tax deductions/ adjustments based on prevailing rate and rules relating to agent transaction commissions 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210380]Connectivity with accounting systems
a. The system shall interface with an external General Ledger (GL) system using industry standard messages. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. The system shall support batch and real-time GL feeds.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. The system shall support detail and summary entry GL feeds.  These may be specified by account.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



d. The GL interface shall be maintained via tables or other non-programming configuration parameters.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



e. The system shall produce appropriate control and balance reports regarding the GL interface. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210381]Management Information
a. The system shall provide a rich set of easy-to-access management information, using a web, real time facility.
a) The system shall provide summary, intermediate, and detail reports/screens.
b) The system shall provide an easy-to-use drill-down capability.
c) The system shall provide appropriate, error, balancing, and control reports.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. The system shall allow exporting of selected information to common formats, such as:
a) Excel
b) Word
c) XML
d) Fixed field.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. The system shall keep all information, including all transactions, for a minimum of 10 years. (CORE)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



d. The system shall provide a means to automatically and manually archive reports in such a manner that they cannot be changed.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



e. The system shall support generation of reports in PDF format.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



f. They system shall be able to allow for masking of data for certain fields.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



g. The system shall allow for printing a statement for a period defined by the user. A statement shall include a detail of all transactions in the period, and a summary of debits, credits and personal information of the accountholder
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



h. The system shall automatically generate required reports on an FSP-defined periodic basis (such as overnight) so they are instantly available when requested.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



i. The system shall be able to export the hierarchical association structure amongst commission earning flagged accounts.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



i. Ability to identify customer’s FSP and route the transaction to required FSP for processing
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210382]FSP MANAGEMENT
a. The system shall have the ability to integrate with different financial service providers (FSPs).
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


b. The system shall be able to customize and define access rights for different teams of FSPs.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. The system shall be able to customize products and other features for different FSPs.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



d. The system shall be able support real-time transactions between participating FSPs.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



e. The system shall be able to support with settlement and reconciliation processes for FSPs, in concert with the designated payments service operator.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



f. The system shall be able to integrate with respective FSP switch/CBS for seamless transaction processing and float management
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



g. The system shall be able to identify agent and customer FSP and route the transaction to required FSP and/or payment processor, in the case of off-us transactions, for processing.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210383]NON FUNCTIONAL REQUIREMENTS:
[bookmark: _Toc523210384]Reliability, Availability, Serviceability
a. The system shall be engineered for continuous availability.
i. There shall be no need to shutdown the system for maintenance, enhancement, backup, etc.
ii. The system will use clustering or other technology to ensure no single point of hardware failure.
iii. The system shall allow changes to be rolled back without the need for shutdown or restarting.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. In the rare event of a system failure, the system shall be able to restart in less than 10 minutes.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. The system shall allow for failover to remote locations
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



d. The vendor shall be able to demonstrate availability in excess of 99.999%
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



e. The system will provide early warnings of potential issues which may indicate an integrity problem
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



f. The system shall log all errors and minor failures, including software exceptions so that they may be analyzed by the FSPs.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



g. The system shall include a robust data backup and archiving system.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



h. The system shall support SNMP and generate traps to an external Network Management System for any issues detected.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



i. The system shall provide a fast backout capability when system changes cause problems. (The system shall be hot-fixable)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210385]Security
The system will support financial transactions and as such requires the highest level of end-to-end security.
a. The system shall maintain agent transaction PIN for each user.  
a) The system shall require the PIN to be structured in such a way as defined by the respective FSP.
b) The system shall require the user to change the PIN on a FSP-defined schedule.
c) The system shall encrypt the PIN in such a way that it may never be displayed or determined.
d) The system shall allow respective Customer Service to reset the PIN, and then require the agent to change the PIN on first use
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


b. The system shall allow a secondary layer of security (user-generated password) to the agent.
c. The system shall support connections to third parties using virtual private networks (VPN). 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


d. Transactions performed on the public domain must be done within a secure socket layer (SSL) environment 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


e. The system shall conform to the latest PCI DSS security standard 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


f. The system shall use AES or 3DES encryption when transmitting data over communications facilities. 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


g. Please explain if your system supports and/or is compliant the following protocols:
a) 3-D Secure
b) MasterCard SecureCode
c) Verified by Visa
d)  J/Secure
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


h. The system shall have the ability to encrypt messages and use USSD as a communication channel
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


i. The system shall log all customer logons, logoffs, and failed access attempts.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


j. The system shall disable an agent's or other user’s access if an invalid PIN or password is supplied in excess of a defined limit
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


k. The system shall not allow concurrent multiple logins to the same account.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


l. Administrator user profile security: Please indicate the capabilities of your applications to support the following User ID and Password policies for administrators:
	Policy
	Currently Supported

	Minimum Length of passwords should be 8 characters.
	Yes |_|	No |_|

	The password must have at least one uppercase letter, one number and one special character
	Yes |_|	No |_|

	The password must be changed on first access.
	Yes |_|	No |_|

	The password must be changed every 30 days.
	Yes |_|	No |_|

	The password cannot be re-used (at least 10 previous passwords).
	Yes |_|	No |_|

	When the password is entered a mask should be used to hide it.
	Yes |_|	No |_|

	The user must have the option to change the password upon successful logon.
	Yes |_|	No |_|

	A notification or message with information of the last time accessed and number of failed attempt should be displayed at logon.
	Yes |_|	No |_|

	A User ID cannot logon to more than one session at the same time.
	Yes |_|	No |_|

	A User ID with three failed logon attempts must be disabled. 
	Yes |_|	No |_|

	A User ID that has been inactive for 60 days must be disabled.
	Yes |_|	No |_|



m. Are passwords for applications encrypted during storage and transmission?
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


n. Field Level Security: Does your system support Field Level Security for specific functions (e.g. User A can view an Account Balance and Credit Limit, whereas User B can view only the Balance)?
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


o. Audit Trail: Do applications have audit log tracking built in and enabled?
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


p. Encryption: Do applications support encryption of data transmitted over the Internet or other open networks? 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


q. Verification: Please describe the processes in place to verify that application source code is secure and not susceptible to known application security vulnerabilities.
	


r. Updates: Please describe how updates to applications are typically handled?
	


s. Updates: Please state if your solution supports Hardware Security Modules?
	



[bookmark: _Toc523210386]Performance
a. The system shall be vertically scalable to support up to several million customers, with sub-second response time.
i. At the core, the system shall provide a high-speed transaction processing engine.
ii. The system shall be able to handle up to several thousand transactions per second
Fully supported |_|   Partially supported |_|   Cannot support |_|

Please indicate the total processing volumes (accounts and transactions) that your proposed solution currently manages and the maximum volume capable of managing.  
	



b. The system shall be scalable horizontally (using multiple servers) if desired with minimal overhead.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. The system shall leverage multiple processers and generally be built using multi-threading techniques.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



d. If the system shall become overloaded, it will not crash, but will reject new transactions with an appropriate error message or code.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



e. System must be able to guarantee its response times to the users - for example, if a node or logic is taking too long to respond during an active transaction, the user should get back a message stating “Our servers are busy at this time. If you do not receive a successful notification, please try again”.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



f. System should have timers in place so that it doesn’t wait indefinitely for external nodes to respond.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210387]Extensibility
a. The system shall be extensible by the respective FSPs using own programming resources or outside organizations.
i. This extensibility should be performed using common programming languages, preferably Java or .Net (C#).
ii. The system will use standard databases which should be directly accessible by the company, if needed (Oracle, SQL Server, etc.)
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. The system should come with extensive, detailed technical documentation so that the respective FSPs may enhance and otherwise modify the system, as it sees fit.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. The vendor shall offer customization services at an agreed upon rate.  These services shall be readily available.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



d. Please inform if your company can supply the source code for all core business processes and functions.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



e. The vendor shall maintain source code and detailed technical documentation of all components in a suitable escrow facility.  This may be accessed by the participating FSPs and/or partners, as may be agreed, in the event of failure by the vendor to perform.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210388]Audit and Control
a. All transactions shall be timestamped.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. The system shall keep detailed audit and control information.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. The system shall log all transactions, messages, and changes in a form suitable for research, inquiry, debugging, etc.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



d. The system shall identify all transactions with a unique number.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



e. The system shall log the origin of all messages and transactions.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



f. The system shall produce audit and control reports as required by law or generally accepted best practices, and as defined by the company.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



g. The system shall be capable of comprehensively managing risks and detecting/preventing fraud.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc523210389]Technology
a. The system shall be developed using modern programming techniques, such as:
i. Object orientation
ii. Relational databases
iii. Model-driven architectures
iv. Loosely-coupled components
v. Web services
vi. XML
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



b. The system shall provide all computer user interfaces using a web browser.  
i. No client-side code should be necessary
ii. The system shall support Internet Explorer and Firefox browser
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. The system shall run on Commercial Off-The-Shelf (COTS) hardware, preferably:
i. UNIX servers, such as Sun, IBM, and HP
ii. Windows servers, such as Dell, IBM, and HP
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



d. The system shall support clustering.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



e. The system shall support database replication or an equivalent technique.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



f. The system shall come with documented development, enhancement, and testing processes.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



g. The system shall interface with common FSP and MNO systems
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



h. The system shall have a set of APIs for it to interface with different systems and applications.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	




[bookmark: _Toc523210390]ARCHITECTURE
The following represents a high-level view of the architecture, that could help guide your understanding of the solution we are looking for. Please feel free to present a different architecture:
[image: ]
[bookmark: _Toc511936310][bookmark: _Toc523210391]System features
	S.No.
	System feature
	Description

	1.
	Front-end channel
	Customer/agent/ FSP should have the option of choosing the front-end device and interface for example- Web, PoS, mPos. System should have the ability to seamlessly integrate new channels. 

	2.
	Back-end
	Back-end identifies the transaction type, the agent originating the transaction, institutions involved and routes the transaction to the designated FSP for further processing. It applies the required fees and commissions and assists in agent management.

	3.
	Bank Integration
	Provide a fast, simple, secure API for FSPs to seamlessly integrate and interact with SABS

	4.
	Biller Integration
	Accommodate or provide a fast, simple, secure API for Billers to seamlessly integrate and interact with SABS

	5.
	MNO integration
	Accommodate or provide a fast, simple, secure API for MNOs to seamlessly integrate and interact with SABS

	6.
	Notification
	Ability to customize notification messages and message format used to transmit message to customers and agents.

	7.
	Call Centre
	Customer care module for raising and tracking customer issues. Interface and ability to define limited access rights to the customer care team.

	8.
	Security control
	Security controls for prevention of vulnerability and restricted access.

	9.
	Scheduled back-up
	System should automatically take regular backups of the system

	10.
	Access Management
	Ability to provide different level of access to different users over web interface. Ability to set restrictions and permissions for each type of user so that no unauthorized user can perform changes in the system.

	11.
	Maker-checker 
	Maker-checker for edits/changes/manual payments on the system 

	12.
	Accounting 
	Double Entry accounting system
Auditable trail for all transactions




a. Provide a high-level physical diagram and component diagram for the solution (elaborate on module interactivity and contextual model showing all interactions with functional modules)
Please explain.  
	



b. Include definitions of all the tiers described in the physical diagrams and component diagrams for the solution.  Articulate the roles performed by each tier
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



c. Provide a diagram of the recommended Architecture distribution, and explain at a high level. 
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	


d. Provide a Disaster Recovery Solution (DR) for the Aggregated Technology Platform (ATP) supporting agency banking services. The DR setup should be designed to be used as Reporting server also. Disaster Recovery solution should use industry standard functionality.
Fully supported |_|   Partially supported |_|   Cannot support |_|
Please explain.  
	



[bookmark: _Toc511594996][bookmark: _Toc511936336][bookmark: _Toc523210392]Hardware Interface Requirements 
As this is a multifaceted system with different channels and hardware requirements, this will be broken down into the specific parts.
i. POS Devices
ii. POS Devices (Smart)
· The POS devices must all be EMV compliant and be PCI-DSS certified
· The devices will allow APNS to be configured on at least two SIMs
· Allow use of NFC and EMV cards.
iii. Mobile Phone (Smart)
iv. Mobile Phone (Feature)
v. Server hardware
vi. Security Hardware
vii. Network, database and Data centre hardware
viii. Cloud Configuration(s)
Does your company comply with all of the above assumptions regarding the hardware interface requirements?
Yes |_|   No |_|
If no, please describe which of the above may not apply to the proposal, explain why and suggest an alternate arrangement.
	




[bookmark: _Toc523210393]LITIGATION AND INSURANCE
[bookmark: _Toc523210394]Litigation
a. Litigation:  Is your organization involved in any material lawsuits, liens, consent decrees, foreclosures, litigation, or other legal / financial actions (including labour relations and environmental actions), against your company or any of its officers / principals that have the potential to preclude or hinder the participating FSPs from obtaining any products or services required under this RFP?
Yes   |_|	No   |_|
If yes, provide the details requested below:
	Year Initiated
	Name of Complainant / Plaintiff
	Description of Complaint
	Status

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



[bookmark: _Toc523210395]Insurance
b. Insurance:  The participating FSPs may require Suppliers to provide adequate and appropriate insurance coverage for facilities, assets liability and loss of business, and other risks related to providing services envisaged in this RFP.  
Please complete the table below indicating your company’s current insurance coverage. 
	Insurance Type
	Yes
	No
	Current Limit Amount  (USD)

	Commercial General Liability
	|_|
	|_|
	

	Property Insurance
	|_|
	|_|
	

	Business Interruption
	|_|
	|_|
	

	Errors and Omissions Liability 
	|_|
	|_|
	

	Other (specify) 
	|_|
	|_|
	



[bookmark: _IMPLEMENTATION&_MIGRATION][bookmark: _Toc523210396]
IMPLEMENTATION& MIGRATION
[bookmark: _Toc523210397]Project Planning and Timeline
a. Implementation Methodology: Please outline your company’s proposed implementation approach/methodology including key phases, timeframes and project milestones.   
	



b.  Anticipated Timeline:  Using a timeline, indicate the typical phases, deliverables, and milestones for the implementation of your company’s recommended solution. Please attach as Appendix. 
	



c. Implementation Plan and Strategy:  Please outline how your company will guarantee a smooth implementation approach for the project anticipated in this RFP. 
	



d. Implementation Penalties: the Project Stakeholders will have the right to assess credits in favour of themselves, jointly and/or individually, if the Supplier fails to meet the mutually agreed implementation timeline.
Will your company comply with this requirement?
Yes |_|   No |_|
If no, please explain why and suggest an alternate arrangement.
	



e.  Implementation Dependencies: Please respond if you foresee any major dependencies with other technologies.
Yes |_|   No |_|
If yes, please provide high-level information
	



[bookmark: _Toc523210398]Migration
a.  Migration Methodology: Please outline your company’s proposed migration approach/methodology for your existing agency banking platform including key phases, timeframes and project milestones.   
	



b.  Anticipated Timeline:  Using a timeline, indicate the typical phases, deliverables, and milestones for the migration of existing wallet. 
	



c.  Migration Plan and Strategy:  Please outline how your company will guarantee a smooth migration approach for the Project anticipated in this RFP.
	



d. Migration Penalties: AFR will have the right to assess credits in favour of the Project Stakeholders if the Supplier fails to meet the mutually agreed implementation timeline.
Will your company comply with this requirement?
Yes |_|   No |_|
If no, please explain why and suggest an alternate arrangement.
	



e.  Migration Dependencies: Please respond if you foresee any major dependencies with other technologies.
Yes |_|   No |_|
If yes, please provide high-level information
	



f.  Migration of third party integrations: Migration plan for the existing third party integrations with affecting the LIVE transactions from existing agency banking platforms to your platform.
Yes |_|   No |_|
If yes, please provide high-level information
	



	
[bookmark: _Toc523210399]SERVICE LEVEL AGREEMENT
[bookmark: _Toc523210400]Service Level Agreement
a.  Minimum Service Levels:  The Supplier's level of performance shall be equal to the Service Levels and to standards maintained by well-managed, world-class operations performing similar services:
	Will your company comply with this requirement?
Yes |_|   No |_|
If yes, please explain   If no, please explain why and suggest an alternate arrangement.
	


b.  Development Service Levels:  With the exception of regulatory compliance development Supplier will implement any custom developments, requested by this RFP and Project stakeholders, in accordance with an annually published and mutually agreed release schedule.
	Will your company comply with this requirement?
Yes |_|   No |_|
If no, please explain why and suggest an alternate arrangement.
	


c.  Development Service Levels:  Supplier will implement any custom developments, requested by AFR or the Project Stakeholders to meet Regulatory compliance on the date requested by the Regulating entity. If Supplier fails to comply on the requested date or by a regulator approved date supplier will mitigate any penalty assessed to the Stakeholders by the Regulating entity.
	Will your company comply with this requirement?
Yes |_|   No |_|
If no, please explain why and suggest an alternate arrangement.
	


d.  Development Service Levels: Please provide a copy of your company’s documented process to manage custom developments. Please include both your company’s own project responsibilities and the Project Stakeholders’ responsibilities during the process:	
	



e.  New Product Service Levels: Please provide a copy of your company’s documented process to implement new products. Please include both your company’s own project responsibilities and Project Stakeholder’s responsibilities during the process:	
	




f.  SLA Management:  The Supplier will have in place monitoring tools and procedures to measure SLA performance, and will provide SLA performance reports (hard copy and electronic) at no additional cost.
Will your company comply with this requirement?
Yes    |_|        No   |_|
If yes, please provide templates of documentation to be used.  If no, please state why and offer an alternative approach below.  
	


g. Root Cause Analyses: If Supplier fails to meet any Service Level, Supplier shall promptly:  (a) investigate, assemble, preserve and provide pertinent information; (b) perform a root cause analysis of the problem; (c) advise the relevant Project Stakeholders of the status of remedial efforts being undertaken with respect to such problem; (d) minimize the impact of and correct the problem; and (e) take appropriate preventive measures so that the problem does not recur. 
Will your company comply with this requirement?
Yes    |_|        No   |_|
If yes, please provide templates of documentation to be used.  If no, please state why and offer an alternative approach below.  
	


h. Periodic Reviews. On a quarterly basis, or such other time frame as the Project Stakeholders and Supplier agree, will review the Service Levels and will make adjustments to them as appropriate. The parties expect and understand that the Service Levels will be improved over time without impacting the agreed pricing.
Will your company comply with this requirement?
Yes    |_|        No   |_|
If no, please state why and offer an alternative approach below.  
	








[bookmark: _Toc523210401]AUDIT
[bookmark: _Toc523210402]Audit
a.  Audit:  At any time during the Contract Term, in the event AFR wish to conduct an audit regarding (A) the security and integrity of an FSP’s Account data, (B) the amounts of fees or expenses charged, (C) or Supplier’ measurement, monitoring, reporting process and success in achieving the Service Levels, Supplier shall allow AFR or the relevant project stakeholder to review their policies, practices, procedures and other appropriate documentation and make inquiries which relate to the specific issues identified during the audit.
Will your company comply with this requirement?
Yes |_|   No |_|
If no, please explain why and suggest an alternate arrangement.
	


b.  Results of Audit:  If an audit reveals an overcharge or any other service deficiency, Supplier shall promptly refund such overcharge and will either remedy the deficiency or provide a remediation plan outlining the steps it will take to remedy the deficiency depending on the nature of that deficiency within six (6) months of the discovery of the service deficiency. 
Will your company comply with this requirement?
Yes |_|   No |_|
If no, please explain why and suggest an alternate arrangement.
	


c.  Regulators Audit:  Supplier shall understand that the business practices are subject to review and audit by Regulators.  Supplier shall fully cooperate with the Regulator in accordance with applicable law in conjunction with an audit of Supplier by the Regulator.  Furthermore, in conjunction with an audit of any stakeholder by a Regulator, Supplier shall cooperate with any request of the Regulators to review the Services, including, without limitation, providing any information or material lawfully requested by the Regulator, and permitting the Regulator to inspect or audit Supplier as to the Services in accordance with applicable law.
Will your company comply with this requirement?
Yes |_|   No |_|
If no, please explain why and suggest an alternate arrangement.
	


d.  Records Retention:  Supplier shall retain all relevant information, records and including documents relating to the provision of the Services for as long as Services continue to be provided under the Agreement and thereafter for as long as is required by applicable law or regulation. Supplier shall comply with Regulator's record retention policies and maintain and provide access upon request to the records, documents and other information required to meet the Stakeholder's audit rights.  
Will your company comply with this requirement?
Yes |_|   No |_|
If no, please explain why and suggest an alternate arrangement.
	





[bookmark: _PRICING_AND_INVOICING][bookmark: _Toc523210403]PRICING AND INVOICING
[bookmark: _Toc523210404]Pricing
a.  The pricing should include Business Requirements and Non Functional Requirements. 
b.  General Pricing Terms:  The charges for the Software licenses, professional services, and hosting services will be set forth in and must be submitted as a separate attachment, and labeled “The Pricing Appendix”. Any items that are omitted, illegible or any alterations to the specifications or conditions may result in your company’s RFP response being rejected.  The pricing provided will be based on the following:  
· All pricing to be supplied in United States dollars;  
· Pricing will exclude all taxes. 
· All pricing will be valid for a minimum of 180 days and held firm for the duration of the contract term 
· Supplier’s response to this document is expected to represent “best and final” pricing. AFR does not intend to release a subsequent pricing document.
· No charges or fees for the Services will be allowed, except those charges identified by the parties in the Pricing Appendix.
Does your company comply with all of the above assumptions regarding the submitted pricing proposal?
Yes |_|   No |_|
If no, please describe which of the above do not apply to the proposal, explain why and suggest an alternate arrangement.
	


c.  Minimum / Monetary Guarantees:  Proposed pricing mechanisms and/or price quotes for services in accordance with this RFP will NOT be based on any minimum or monetary guarantees by AFR or the Project Stakeholders. 
	Will your company comply with this requirement?
Yes |_|   No |_|
If no, please explain why and suggest an alternate arrangement.
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